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**How designer can learn from Building Home lab for Offensive Securities and Security Research**

Harmful Cyberbullying has become increasingly common all over the world. People have used repeatedly behavior of threats, disclosure of personal information and company information, defamatory false accusation, and/or pejorative labels like hate speech with an intent to cause harm. The company’s good image have been heavily affected by this cyberbullying and can eventually cause a fall or unstable state of the company.

Apart from cyberbullying other forms of cyber-attacks have been involved currently in most Cyber environments. That have left a question on what should be done to control the ideas of these cyber-insecurities. The company should be alert on every security issues arising in their environment.

Embracing building home lab for offensive securities and security research will be beneficial to the whole Cytonn technologies teams. A lab where researcher can identify trending security features and test their skills. The company will therefore be on up-to date security ideas and also by protecting their network environment. The implementation of this idea is a future solution to cyber-insecurity involved.